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INTRODUCCIÓN

La encriptación y la seguridad de la información son temas de vital importancia en la era digital, donde proteger la confidencialidad y la integridad de los datos se ha vuelto imperativo. Sin embargo, con el avance de la computación cuántica, la seguridad de los sistemas de encriptación tradicionales se ha visto amenazada.

En esta introducción, se explorará la intersección entre la encriptación tradicional y la computación cuántica. La encriptación tradicional se basa en algoritmos y protocolos que han sido ampliamente utilizados y considerados seguros en entornos de computación clásica. Sin embargo, los avances en la computación cuántica plantean la posibilidad de que estos algoritmos sean vulnerables a ataques cuánticos más eficientes.

La computación cuántica, basada en principios de la mecánica cuántica, promete una capacidad de cálculo exponencialmente superior a la de las computadoras clásicas. Esto plantea interrogantes sobre cómo mantener la seguridad de la información en un mundo donde las computadoras cuánticas podrían romper fácilmente los sistemas criptográficos tradicionales.

En consecuencia, el campo de la encriptación cuántica ha surgido como una solución potencial para este problema. La encriptación cuántica se basa en los principios de la mecánica cuántica para garantizar una seguridad intrínseca a nivel de partículas subatómicas, lo que la hace potencialmente resistente a los ataques cuánticos. Sin embargo, su implementación práctica y los desafíos asociados plantean preguntas acerca de la viabilidad y la compatibilidad con los sistemas existentes.

En esta investigación, se examinará el marco teórico, los avances más recientes en la investigación de la criptografía cuántica y los desafíos de implementación práctica de la encriptación cuántica. También se destacarán las contribuciones de importantes autores y académicos en este campo de estudio. A través de este análisis, se busca comprender mejor los retos y las oportunidades que presenta la combinación de la encriptación tradicional y la computación cuántica, y cómo podemos garantizar la seguridad de la información en un entorno de constante evolución tecnológica.
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**Tetramestre:**

**Tema de investigación**

*Este debe ser enfocado a tu carrera.*

*La Encriptación tradicional contra la Computación Cuántica*

**Descubrimiento del problema**

*Debe ser una situación a resolver presente sobre el objeto de investigación.*

*se busca desarrollar métodos de encriptación que sean seguros contra los ataques cuánticos y puedan proteger la información en un entorno de computación cuántica. Esta área de investigación es crucial para garantizar la seguridad de la información en el futuro, a medida que la tecnología cuántica continúa avanzando.*

**Preguntas de investigación**

*Citar al menos 3 preguntas que te ayuden a resolver el problema.*

1. *¿Cuáles son los algoritmos de encriptación tradicional más comunes y cuáles de ellos podrían ser vulnerables a ataques cuánticos?*
2. *Cuáles son los avances más recientes en la investigación de la criptografía cuántica?*
3. *¿Cuáles son las implicaciones y desafíos de implementar la encriptación cuántica en entornos prácticos?*

**Objetivos**

*(Debe mostrar las metas a alcanzar en el proyecto de investigación) (Un objetivo general y al menos dos objetivos específicos)*

*Objetivo General: es desarrollar métodos de encriptación cuántica que sean seguros y resistentes a los ataques cuánticos, garantizando la protección efectiva de la información en un entorno de computación cuántica.*

*Objetivos Especificos:*

1. *Investigar y desarrollar algoritmos y protocolos de encriptación cuántica*
2. *Evaluar la viabilidad y los desafíos de la implementación práctica de la encriptación cuántica*

**Teoría de la investigación**

*El marco teórico debe considerar:*

*Estar fundamentado en al menos 2 fuentes de consulta viables (no blogs, no wikis).*

*Citar autores dentro del documento en formato APA.*

La encriptación tradicional se refiere a los métodos clásicos de cifrado utilizados en la información digital, que se basan en la teoría de la información y la criptografía clásica. Estos métodos se han utilizado durante décadas y se consideran seguros en entornos de computadoras clásicas. Sin embargo, la computación cuántica es una tecnología emergente que utiliza qubits, unidades de información cuántica, para realizar cálculos y procesar información de manera más eficiente que las computadoras clásicas. Se ha planteado la preocupación de que los algoritmos de encriptación utilizados actualmente podrían ser vulnerables a los ataques cuánticos, ya que los computadores cuánticos podrían ser capaces de factorizar grandes números primos de manera más rápida y eficiente.

Shor, P. W. (1994). Algorithms for quantum computation: Discrete logarithms and factoring. En Proceedings of the Annual Symposium on Foundations of Computer Science (FOCS) (pp. 124-134). IEEE.

* Peter Shor es un destacado científico de la computación cuántica que presentó el famoso algoritmo de Shor en 1994. Este algoritmo fue un hito importante y demostró cómo la computación cuántica podría factorizar grandes números primos de manera mucho más eficiente que los algoritmos clásicos. Su trabajo puso de relieve la amenaza que los computadores cuánticos podrían representar para la encriptación tradicional.
* Gisin, N., Ribordy, G., Tittel, W., & Zbinden, H. (2002). Quantum cryptography. Reviews of Modern Physics, 74(1), 145-195.
* Nicolas Gisin y sus colaboradores son reconocidos por sus contribuciones al campo de la criptografía cuántica. Su artículo en la revista Reviews of Modern Physics proporciona un panorama completo de los principios y protocolos de la criptografía cuántica, incluyendo la teoría detrás de la distribución cuántica de claves y el intercambio seguro de información utilizando principios de la mecánica cuántica.

Agrega el apartado de **bibliografía** en [formato APA](https://cncivirtualmx-my.sharepoint.com/:i:/g/personal/isela_gonzalez_cncivirtual_mx/EWqx-2mWSzxDm6wL_JskIzABipRrodCDTgAHVuM0OsGoEg?e=FcKoVF) de las fuentes confiables que consultaste.

CONCLUSIÓN

En conclusión, la combinación de la encriptación tradicional y la computación cuántica plantea tanto desafíos como oportunidades en términos de seguridad de la información. Si bien los sistemas de encriptación tradicionales pueden volverse vulnerables a los ataques cuánticos, la encriptación cuántica surge como una posible solución que aprovecha los principios de la mecánica cuántica para proporcionar una seguridad más robusta.

La investigación en este campo se centra en el desarrollo de algoritmos y protocolos de encriptación cuántica que sean resistentes a los ataques cuánticos. Sin embargo, la implementación práctica de estos métodos plantea desafíos en términos de compatibilidad con los sistemas existentes y la escalabilidad.

A medida que avanza la investigación, es importante seguir explorando y mejorando los métodos de encriptación cuántica para garantizar la seguridad de la información en un entorno de computación cuántica en constante evolución. Además, se requiere una mayor colaboración y discusión entre expertos en criptografía, computación cuántica y seguridad de la información para abordar de manera efectiva los desafíos planteados.

En resumen, la combinación de la encriptación tradicional y la computación cuántica plantea desafíos y oportunidades en la seguridad de la información. La encriptación cuántica ofrece un enfoque prometedor para garantizar una mayor seguridad, pero es necesario continuar investigando y superando los desafíos asociados para su implementación práctica efectiva.
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